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Über dieses eBook

Dieses E-Book ist keine Sammlung von technischen Begriffen und auch kein

Investment-Ratgeber. Es ist die ehrliche Geschichte meines Wegs aus dem traditionellen

Bankensystem in die Welt der Kryptowährungen – und dein praktischer Leitfaden, um

denselben Schritt zu gehen.

Im Sommer 2023 habe ich als Applikationsmanager mit über 25 Jahren Erfahrung

entschieden: Ich will mehr Freiheit und Selbstbestimmung in meinem Leben. Meine Frau

wurde durch eine Freundin auf Krypto aufmerksam – und das war der Anstoss, den ich

brauchte. Heute begleite ich Menschen wie dich auf genau diesem Weg. Was du hier liest, ist

keine Theorie – es ist die Essenz aus meinen eigenen Erfahrungen und den Erkenntnissen

aus unzähligen Coaching-Sessions.

Für wen ist dieses Buch?
• Du bist frustriert vom traditionellen Bankensystem

• Du willst die Kontrolle über dein Geld zurück

• Du hast von Krypto gehört, aber keine Ahnung wo du anfangen sollst

• Du suchst keine Investment-Tipps, sondern echte finanzielle Selbstbestimmung

• Du bist bereit, Verantwortung für dein Geld zu übernehmen

Was du hier NICHT findest:
• Trading-Strategien oder Investment-Tipps

• Versprechen von schnellem Reichtum

• Komplizierte technische Erklärungen ohne Praxisbezug

• Den nächsten heissen Coin-Tipp

Stattdessen bekommst du einen klaren, erprobten Weg in fünf Phasen. Von der mentalen

Vorbereitung über dein erstes Wallet bis hin zu DeFi und langfristiger Sicherheit. Schritt für

Schritt. Ehrlich. Praktisch.

Los geht's auf deinen Weg zu finanzieller Selbstbestimmung.
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Kapitel 1

Warum ich 2023 den Sprung gewagt habe

Sommer 2023. Ich bin 50 Jahre alt, habe über 25 Jahre als Applikationsmanager gearbeitet.

Sicherer Job. Gutes Gehalt. Aber etwas fehlte. Das Hamsterrad drehte sich immer schneller –

und ich mittendrin. Keine echte Freiheit. Kein Gefühl, mein Leben wirklich selbst zu gestalten.

Dann kam der Moment, der alles veränderte: Meine Frau wurde durch eine gute Freundin auf

das Thema Krypto aufmerksam. Und plötzlich stand dieses Thema auch bei mir im Raum.

Dezentrale Finanzen. DeFi. Blockchain.

Meine erste Reaktion: Skepsis
Ich war sehr skeptisch. Das klang nach etwas für Nerds und Insider. Kompliziert. Riskant.

Vielleicht sogar unseriös. Als Applikationsmanager war ich es gewohnt, Systeme zu

verstehen und zu steuern – aber Krypto? Das war eine komplett andere Welt.

Doch je mehr ich mich damit beschäftigte, desto klarer wurde mir: Hier steckt eine echte

Chance. Eine Chance, das Finanzsystem zu verstehen, Kontrolle zurückzugewinnen und die

eigene Zukunft selbst in die Hand zu nehmen.

Das Problem mit dem klassischen System
Kommt dir das bekannt vor? Du hast Geld auf der Bank, aber keine echte Kontrolle darüber.

Gebühren, Sperren, Öffnungszeiten, willkürliche Regeln – andere entscheiden, was du darfst.

Dein Geld verliert jedes Jahr an Kaufkraft durch Inflation. Überweisungen dauern Tage,

Auslands-Transaktionen kosten extra.

Ich war es leid, fremdbestimmt zu sein. Ich wollte nicht mehr nur ein Rädchen im System sein.

Ich wollte die Kontrolle zurück.

Meine ersten Schritte
Ich begann Schritt für Schritt. Öffnete mein erstes Wallet. Lernte, wie man Fiat in Krypto

tauscht. Verstand, was Swaps und Bridging bedeuten. Probierte aus, wie man wieder zurück

in Fiat wechselt. Richtete eine Cold Wallet ein und entwickelte ein Risikomanagement.

Ja, ich habe Fehler gemacht. Aber ich habe daraus gelernt. Und genau diese Erfahrungen –

das praktische, erprobte Wissen – gebe ich heute weiter.
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Was sich seitdem verändert hat
Heute bin ich meine eigene Bank. Ich verwalte mein Geld selbst – unabhängig von Banken

oder Öffnungszeiten. Ich entscheide, wo mein Geld liegt und wie es geschützt ist. Niemand

kann mir willkürlich Gebühren aufzwingen oder mein Konto sperren.

Das Beste daran? Das Gefühl von Freiheit und Selbstbestimmung. Zu wissen, dass ich die

Kontrolle habe. Dass ich verstehe, was mit meinem Geld passiert.

"Finanzielle Selbstbestimmung beginnt mit dem ersten Schritt.
Du musst kein Experte sein – du musst nur anfangen."

Genau deshalb habe ich mein 1:1-Coaching entwickelt. Ich begleite Menschen wie dich

persönlich und Schritt für Schritt in die Krypto-Welt – von den Grundlagen bis zur sicheren

Anwendung in der Praxis. Statt endloser Videos bekommst du klare Antworten, echte

Erfahrung und individuelle Unterstützung.

Mein Ziel? Dass du am Ende selbstbewusst und selbstbestimmt mit deinem Geld umgehst –

mit einem klaren Verständnis, echten Ergebnissen und dem guten Gefühl, die Kontrolle

wieder in der eigenen Hand zu haben.
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Kapitel 2

Die Wahrheit über Krypto

Lass uns ehrlich sein: Wenn du bisher von Krypto gehört hast, dann wahrscheinlich im

Zusammenhang mit Bitcoin-Millionären, abgestürzten Coins oder kryptischen Hackern. Das

ist das Bild, das die Medien zeichnen. Aber das ist nicht die ganze Geschichte.

Was Krypto NICHT ist
Kein schneller Reichtum

Ja, es gibt Stories von Leuten, die früh in Bitcoin investiert haben und reich wurden. Aber das

ist nicht der Normalfall. Krypto ist kein Casino und kein Get-Rich-Quick-Schema.

Keine Investmentstrategie

Dieses Buch ist kein Trading-Guide. Ich zeige dir nicht, welchen Coin du kaufen sollst. Ich

zeige dir, wie du die Kontrolle über dein Geld zurückgewinnst.

Nicht nur für Tech-Nerds

Du musst kein Informatiker sein. Du musst nicht verstehen, wie Blockchain auf technischer

Ebene funktioniert. Du musst nur verstehen, WAS du tust und WARUM.

Kein rechtsfreier Raum

Krypto bedeutet nicht, dass du Steuern umgehen kannst oder sollst. Es geht um

Selbstbestimmung, nicht um Illegalität.

Was Krypto WIRKLICH bedeutet
Krypto – oder genauer gesagt: dezentrale Finanzsysteme – bedeutet, dass DU die Kontrolle

hast. Nicht die Bank. Nicht der Staat. DU.

Selbstbestimmung

Du entscheidest, wo dein Geld liegt und wer darauf zugreifen kann. Du bist die Bank.

Seite 4 von 36



Verantwortung

Mit grosser Freiheit kommt grosse Verantwortung. Wenn du deine Seedphrase verlierst, ist

dein Geld weg. Kein Kundenservice, der dir hilft. Das ist der Preis der Freiheit.

Transparenz

Jede Transaktion ist nachvollziehbar. Keine versteckten Gebühren. Keine Überraschungen.

Unabhängigkeit

Egal wo du bist auf der Welt – dein Geld ist bei dir. Kein Land, keine Bank kann dir den

Zugang verwehren.

"Krypto ist kein Trend. Es ist eine Alternative zu einem System,
das viele von uns nicht mehr für sich arbeiten sehen."
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Die Grundlagen: Was du wissen musst
Bevor wir in die Technik eintauchen, lass uns kurz schauen, woher das alles kommt. Die

Geschichte von Krypto ist wichtig, um zu verstehen, WARUM es existiert.

Die Geburt von Bitcoin – Eine Reaktion auf die Finanzkrise

2008: Die Welt steckt mitten in der grössten Finanzkrise seit den 1930er Jahren. Banken

kollabieren. Regierungen drucken Billionen, um sie zu retten. Menschen verlieren ihre

Ersparnisse. Das Vertrauen ins Finanzsystem ist am Boden. Am 31. Oktober 2008

veröffentlicht jemand unter dem Pseudonym "Satoshi Nakamoto" ein Whitepaper mit dem

Titel "Bitcoin: A Peer-to-Peer Electronic Cash System". Die Vision: Ein Geldsystem ohne

Banken, ohne Regierungen, ohne zentrale Kontrolle. Nur Mathematik und Code. Am 3.

Januar 2009 wird der erste Bitcoin-Block gemined. In diesem Block steht eine Nachricht: "The

Times 03/Jan/2009 Chancellor on brink of second bailout for banks" – ein Verweis auf die

Bankenkrise. Die Botschaft ist klar: Bitcoin ist die Antwort auf ein versagendes System.

Die Evolution: Von Bitcoin zu Ethereum und DeFi

Bitcoin war nur der Anfang. 2015 startet Vitalik Buterin (damals 21 Jahre alt) Ethereum – eine

Blockchain, die nicht nur Geld transferieren kann, sondern auch Programme ausführt. Smart

Contracts werden möglich. Plötzlich kann man auf der Blockchain mehr als nur Geld senden:

• Dezentrale Börsen, wo du direkt mit anderen tauschen kannst • Kredit-Protokolle ohne

Banken • Automatisierte Investment-Strategien • Digitale Kunst und Sammlerstücke (NFTs)

Das ist der Beginn von DeFi (Dezentralisierte Finanzen). Heute sind über 100 Milliarden

Dollar in DeFi-Protokollen "locked" – Menschen nutzen es wirklich, nicht nur als Spekulation.

Parallel entstehen immer mehr Blockchains: Binance Smart Chain (jetzt BNB Chain) für

günstigere Transaktionen, Polygon als Ethereum-Layer-2, Solana für hohe Geschwindigkeit,

und viele mehr. Jede versucht, bestimmte Probleme zu lösen.

Wo wir heute stehen

2025: Krypto ist längst kein Nischen-Experiment mehr. Millionen Menschen nutzen es täglich.

Länder wie El Salvador akzeptieren Bitcoin als gesetzliches Zahlungsmittel. Grosse

Finanzinstitute bieten Krypto-Services an. Selbst die konservativsten Investoren haben einen

kleinen Teil ihres Portfolios in Krypto. Aber – und das ist wichtig – die ursprüngliche Vision

bleibt: Finanzielle Selbstbestimmung. Raus aus einem System, in dem andere über dein Geld

bestimmen. Rein in ein System, in dem DU die Kontrolle hast. Genau darum geht es in

diesem Buch. Nicht um Trading. Nicht um Reich-werden. Sondern um Selbstbestimmung.

Die technischen Grundlagen erklärt
Jetzt wo du weisst, woher das kommt und warum es existiert, schauen wir uns an, wie es

funktioniert. Diese Grundlagen helfen dir, die richtigen Entscheidungen zu treffen.
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Blockchain – Das digitale Kassenbuch
Stell dir ein Kassenbuch vor, in dem jede Transaktion aufgeschrieben wird. Bei einer Bank

liegt dieses Kassenbuch im Tresor der Bank – nur sie hat Zugriff. Bei einer Blockchain ist es

anders: Das Kassenbuch liegt auf tausenden Computern weltweit verteilt. Jeder kann

reingucken, aber niemand kann es fälschen. Jede Transaktion wird in einen "Block"

geschrieben. Dieser Block wird dann an die Kette (Chain) der vorherigen Blöcke gehängt.

Daher der Name: Block-Chain. Einmal drin, kann niemand mehr nachträglich etwas ändern –

das würde sofort auffallen, weil alle anderen Kopien des Kassenbuchs widersprechen

würden. Das macht Blockchain so sicher: Kein einzelner Punkt, der gehackt werden kann.

Keine zentrale Autorität, die etwas manipulieren könnte. Nur Mathematik und Konsens.

Kryptowährungen – Digitales Geld ohne Chef
Bitcoin war 2009 die erste Kryptowährung. Die Idee: Geld, das nicht von einer Zentralbank

oder Regierung kontrolliert wird. Stattdessen regeln mathematische Regeln, wie viel existiert

und wie es funktioniert. Heute gibt es tausende Kryptowährungen. Die bekanntesten: Bitcoin

(BTC) als digitales Gold, Ethereum (ETH) als Plattform für Programme, BNB für die

Binance-Blockchain, USDC/USDT als stabile Coins (immer ca. 1 Dollar wert). Der

entscheidende Unterschied zu normalem Geld: Niemand kann einfach mehr davon drucken.

Bei Bitcoin gibt es maximal 21 Millionen Stück – das steht im Code fest. Keine Inflation durch

Gelddrucken möglich.

Wallets – Nicht was du denkst
Der Name "Wallet" (Geldbörse) ist eigentlich irreführend. Deine Kryptos liegen nicht im

Wallet. Sie liegen auf der Blockchain – für alle sichtbar, aber mit deiner Adresse verknüpft.

Das Wallet ist eigentlich ein Schlüsselbund. Es verwaltet deine "Private Keys" – die geheimen

Schlüssel, mit denen du beweisen kannst, dass dir eine bestimmte Adresse gehört. Nur mit

dem richtigen Schlüssel kannst du Transaktionen von dieser Adresse aus durchführen.

Wichtig zu verstehen: Wenn du dein Wallet "verlierst" (z.B. Handy kaputt), sind deine

Kryptos nicht weg. Sie liegen ja auf der Blockchain. Du kannst sie mit deiner Seedphrase auf

einem neuen Gerät wiederherstellen. ABER: Ohne Seedphrase kommst du nie wieder ran.

Private Key & Seedphrase – Dein Zugangscode
Der Private Key ist eine lange Kette aus Zahlen und Buchstaben – unpraktisch zum

Aufschreiben. Deshalb gibt es die Seedphrase: 12 normale Wörter (z.B. "ocean hidden spring

mountain..."). Aus diesen Wörtern wird dein Private Key berechnet. Beides ist quasi dasselbe

– die Seedphrase ist nur die menschenlesbare Version. Wer deine 12 Wörter hat, hat vollen

Zugriff auf dein Geld. Deshalb: Nur auf Papier, niemals digital, an mehreren sicheren Orten

aufbewahren.
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Public Key & Adressen – Deine Kontonummer
Aus deinem Private Key wird auch deine Wallet-Adresse generiert – eine lange Zeichenkette

wie "0x742d35Cc6634C0532925a3b844Bc9e7595f0bEb". Diese Adresse ist wie deine

Kontonummer – öffentlich und du kannst sie jedem geben, der dir Kryptos senden will.

Wichtig: Jede Blockchain hat ihr eigenes Adress-Format. Du kannst nicht einfach Bitcoin an

eine Ethereum-Adresse schicken – das Geld wäre weg.

Transaktionen – Was passiert beim Senden?
Wenn du Kryptos sendest, erstellt dein Wallet eine Transaktion, signiert sie mit deinem

Private Key und schickt sie ins Netzwerk. Miner oder Validatoren prüfen sie, packen sie in

einen Block und hängen ihn an die Blockchain. Je nach Blockchain dauert das unterschiedlich

lang: Bitcoin ca. 10 Minuten, Ethereum 1-2 Minuten, andere Chains manchmal nur Sekunden.

KRITISCH: Einmal bestätigt, gibt es kein Zurück. Keine Bank hilft dir. Die Transaktion ist für

immer in der Blockchain. Deshalb: IMMER doppelt prüfen, IMMER erst mit kleinen Beträgen

testen.

Gas Fees – Die Transaktionskosten
Jede Transaktion braucht Rechenleistung. Computer (Miner/Validatoren) prüfen und

bestätigen sie – dafür werden sie mit Gas Fees bezahlt. Die Höhe hängt von der

Netzwerk-Auslastung und der Blockchain ab. Beispiele: Ethereum 0.50-20€, Bitcoin 1-5€,

Polygon 0.01-0.10€, BNB Chain 0.05-0.50€. Deshalb nutzen viele für kleinere Beträge

günstigere Chains.

Verschiedene Blockchains – Ein Ökosystem
Es gibt hunderte Blockchains, jede mit eigenen Eigenschaften: Bitcoin: Die Erste. Langsam,

teuer, aber extrem sicher. "Digitales Gold". Ethereum: Ermöglicht Smart Contracts, DeFi,

NFTs. Etabliert, aber teurer. BNB Chain: Schneller und günstiger, aber zentraler kontrolliert.

Polygon/Arbitrum: Layer-2 für Ethereum. Schnell, günstig, kompatibel. Für den Anfang

reicht es, bei einer zu bleiben (Ethereum oder Polygon). Nicht alle Coins funktionieren auf

allen Chains.

Das waren die wichtigsten Grundlagen. Klingt viel? Ist es auch. Aber du musst nicht alles im

Detail verstehen. Wichtig ist, dass du das grosse Bild siehst: Blockchain ist ein transparentes,

dezentrales System. Wallets sind Schlüssel, nicht Geldbörsen. Seedphrases sind heilig.

Transaktionen sind endgültig. Mit diesem Verständnis bist du bereit für die Praxis.
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Die grössten Anfängerfehler (und wie du sie vermeidest)

Fehler #1: Zu schnell zu viel investieren
Der klassische Fehler: Du hörst von Krypto, bist begeistert und schmeisst direkt dein

gesamtes Erspartes rein. NICHT TUN. Fang klein an. Teste mit Beträgen, die du verkraften

kannst zu verlieren. Lerne das System kennen, bevor du all-in gehst.

Fehler #2: Seedphrase digital speichern
Deine Seedphrase ist der Schlüssel zu deinem Geld. Wenn jemand anderes sie hat, hat er

dein Geld. Punkt. Sie gehört NIEMALS in eine Datei, ein Foto oder eine Cloud. Nur auf

Papier, sicher verwahrt.

Fehler #3: Auf Exchanges liegen lassen
"Not your keys, not your coins" – das ist kein Spruch, das ist Gesetz. Wenn dein Geld auf

einer Exchange liegt, gehört es faktisch der Exchange. Hol es runter in dein eigenes Wallet.

Fehler #4: Phishing-Links klicken
Die Betrüger werden immer raffinierter. Niemals auf Links in E-Mails klicken, die nach deiner

Seedphrase fragen. NIEMALS. Keine seriöse Plattform fragt danach.

Fehler #5: Panik bei Kursschwankungen
Krypto ist volatil. Der Kurs geht rauf und runter. Wenn du für langfristige Selbstbestimmung

dabei bist, sind diese Schwankungen egal. Wenn du nicht schlafen kannst, weil der Kurs fällt,

hast du zu viel investiert.

Fehler #6: Keine Backups machen
Was passiert, wenn dein Haus abbrennt? Wenn du ausgeraubt wirst? Hast du ein Backup

deiner Seedphrase an einem anderen Ort? Redundanz ist nicht paranoid, sie ist klug.

Diese Fehler habe ich alle selbst gemacht oder in meinen Coachings beobachtet. Jeder

einzelne ist vermeidbar. Und genau darum geht es in diesem Buch: Dir die Abkürzung zu

zeigen, die ich nicht hatte.
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Kapitel 3

Phase 1: Vorbereitung – Der mentale Shift

Bevor du auch nur einen Cent in Krypto steckst oder dein erstes Wallet anlegst, müssen wir

über etwas Grundlegendes sprechen: Deine Einstellung.

Der Wechsel von traditionellem Banking zu Krypto ist nicht nur technisch. Es ist ein

kompletter Mindset-Shift. Du gehst von "die Bank kümmert sich" zu "ich kümmere mich

selbst". Das ist ein riesiger Unterschied.

Der Mindset-Check
Beantworte ehrlich diese Fragen für dich:

• Bin ich bereit, Verantwortung für mein Geld zu übernehmen?

• Kann ich damit leben, dass es keinen Kundenservice gibt, der mich rettet?

• Bin ich bereit, Zeit zu investieren, um das System zu verstehen?

• Kann ich mit der Volatilität leben, ohne in Panik zu geraten?

• Vertraue ich mir selbst mehr als einer Institution?

Wenn du auch nur bei einer Frage gezögert hast – gut. Das ist ehrlich. Krypto ist nicht für

jeden. Und das ist okay.

Aber wenn dich diese Fragen nicht abschrecken, sondern anziehen – dann bist du bereit.

Was du brauchst (und was nicht)
Du brauchst:

• Ein Smartphone oder Computer

• Eine E-Mail-Adresse

• Zeit zum Lernen (ca. 5-10 Stunden insgesamt)

• Einen kleinen Testbetrag (50-200 CHF/EUR zum Starten)

• Papier und Stift für deine Seedphrase
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• Einen sicheren Aufbewahrungsort (Tresor, Bankfach, etc.)

Du brauchst NICHT:

• Tausende von Euro/Franken

• Informatik-Kenntnisse

• Trading-Erfahrung

• Eine spezielle Hardware-Wallet (am Anfang)

• Komplizierte Software oder Tools

Die Sicherheits-Grundlagen
Bevor es praktisch wird, müssen wir über Sicherheit sprechen. Nicht weil ich dich

abschrecken will, sondern weil es absolut essentiell ist.

Seedphrase ist heilig:
Deine Seedphrase (12 Wörter) ist der Master-Key zu deinem Geld. Sie wird NIEMALS digital

gespeichert. Niemals fotografiert. Niemals in eine Cloud. Nur auf Papier, an einem sicheren

Ort.

Vertraue niemandem blind:
Nicht dem nettesten Support-Mitarbeiter. Nicht der offiziell aussehenden E-Mail. Niemand,

der seriös ist, wird JEMALS nach deiner Seedphrase fragen.

Teste immer erst klein:
Bevor du grössere Beträge bewegst, teste mit Mini-Beträgen. Schicke dir kleine Beträge

(20-200 CHF/EUR). Warte ab. Prüfe. Dann erst mehr.

Doppelt hält besser:
Ein Backup reicht nicht. Zwei Backups an verschiedenen Orten sind Minimum. Drei sind

besser.

URLs immer prüfen:
Betrüger erstellen Fake-Websites, die täuschend echt aussehen. Tippe URLs immer selbst

ein. Nutze Bookmarks. Klicke nie auf Links in E-Mails.
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Deine Sicherheits-Checkliste

Diese Checkliste ist dein Fundament. Drucke sie aus, hake ab, und behalte sie griffbereit:

■ Ich habe verstanden, dass meine Seedphrase niemals digital gespeichert wird

■ Ich habe einen sicheren Aufbewahrungsort für meine Seedphrase

■ Ich habe einen zweiten Aufbewahrungsort für mein Backup

■ Ich weiss, dass keine seriöse Firma nach meiner Seedphrase fragt

■ Ich werde immer erst mit kleinen Beträgen testen

■ Ich gebe URLs selbst ein und klicke nicht auf Links in E-Mails

■ Ich habe 2-Faktor-Authentifizierung auf allen relevanten Accounts

■ Ich bin bereit, Verantwortung für mein Geld zu übernehmen

■ Ich weiss, dass es keinen Kundenservice gibt, der mich rettet

■ Ich investiere nur Geld, das ich verkraften kann zu verlieren (am Anfang)

"Sicherheit ist kein Feature. Es ist die Grundlage von allem, was
du in Krypto machst."

Wenn du diese Checkliste durchgegangen bist und dich wirklich damit auseinandergesetzt

hast – herzlichen Glückwunsch. Du bist bereit für den nächsten Schritt: Dein erstes Wallet.
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Kapitel 4

Phase 2: Dein erstes Wallet

Jetzt wird es konkret. Du erstellst dein erstes Wallet – deine eigene Bank. Das ist ein

aufregender Moment, aber auch einer, bei dem du absolut fokussiert sein musst.

Was ist ein Wallet überhaupt?
Ein Wallet ist NICHT ein Ort, wo deine Kryptos gespeichert sind. Deine Kryptos existieren auf

der Blockchain. Das Wallet ist nur der Schlüssel, um darauf zuzugreifen. Stell es dir vor wie

einen Briefkasten: Die Post (Kryptos) liegt drin, aber nur du hast den Schlüssel (Seedphrase).

Wallet-Typen: Was passt zu dir?

Typ Vorteile Nachteile Für wen?

Hot Wallet
(App/Browser)

• Einfach zu bedienen
• Schneller Zugriff
• Kostenlos

• Online = Risiko
• Nicht für grosse Beträge

Anfänger, kleine Beträge

Cold Wallet
(Hardware)

• Maximum Sicherheit
• Offline gespeichert
• Für grosse Beträge

• Kostet Geld (100-200€)
• Komplexer
• Nicht sofort verfügbar

Fortgeschrittene, grosse
Beträge

Paper Wallet • Komplett offline
• Kostenlos
• Unhackbar

• Kann verloren gehen
• Kann beschädigt werden
• Umständlich

Langzeit-Aufbewahrung

Meine Empfehlung für den Start: Beginne mit einem Hot Wallet (z.B. MetaMask,

TokenPocket oder SafePal). Teste damit, lerne das System kennen. Wenn du dann grössere

Beträge hältst, investiere in eine Hardware Wallet wie Ledger oder Tangem.
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Schritt-für-Schritt: Dein erstes Wallet

Die Einrichtung eines Wallets ist ein kritischer Moment, der höchste Aufmerksamkeit

erfordert. Im Kern geht es um folgende Schritte:

1. Wallet-App herunterladen von der offiziellen Website (URL selbst eintippen!)

2. Wallet erstellen mit einem starken Passwort

3. Seedphrase sichern - 12 Wörter auf Papier schreiben (NIEMALS digital!)

4. Verifizierung - Wörter in richtiger Reihenfolge bestätigen

5. Sicher aufbewahren - Seedphrase an sicherem Ort (Tresor/Bankfach)

6. Backup erstellen - Zweite Kopie an anderem Ort deponieren

Wichtig: Die genaue Durchführung dieser Schritte ist kritisch für deine Sicherheit. In meinem

1:1-Coaching gehen wir jeden Schritt gemeinsam durch, damit nichts schiefgeht. Hier im

Buch gebe ich bewusst nur die Grundstruktur weiter – für die sichere Umsetzung empfehle

ich professionelle Begleitung.

"Die fünf Minuten, die du jetzt in die korrekte Sicherung deiner
Seedphrase investierst, können später Tausende Euro/Franken

wert sein."
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Dein Datensicherungsblatt für die Seedphrase

Nutze diese Vorlage, um deine Seedphrase sicher aufzuschreiben. Drucke diese Seite aus

(oder schreibe auf ein leeres Blatt ab) und fülle sie von Hand aus:

SEEDPHRASE SICHERUNGSBLATT

Wallet-Name: Datum:

1. ____________________ 2. ____________________ 3. ____________________

4. ____________________ 5. ____________________ 6. ____________________

7. ____________________ 8. ____________________ 9. ____________________

10. ____________________ 11. ____________________ 12. ____________________

WICHTIGE HINWEISE:

• Niemals digital speichern oder fotografieren

• An sicherem Ort aufbewahren (Tresor/Bankfach)

• Mindestens ein Backup an anderem Ort

• Niemandem zeigen oder weitergeben

Sobald du dein Wallet erstellt und deine Seedphrase sicher gespeichert hast, bist du bereit für

den nächsten Schritt: Deinen ersten Kauf.
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Kapitel 5

Phase 3: Der erste Kauf

Jetzt hast du dein Wallet. Zeit, es mit Leben zu füllen. Aber bevor du loslegst: Wir fangen klein

an. SEHR klein.

Wo kaufen? Die Optionen
Fiat-Krypto-Brücken (On-Ramps)

Spezialisierte Dienste, die eine direkte Brücke zwischen deinem Bankkonto und der

Blockchain bauen. Du überweist Fiat (CHF/EUR), bekommst Krypto direkt in dein Wallet.

Vorteil: Schnell, einfach, direkt in dein Wallet. Keine Zwischenlagerung. Nachteil: Gebühren

ca. 1-3%.

Zentralisierte Exchanges (CEX)

Plattformen wie Coinbase, Kraken, Binance. Nachteil: Dein Geld liegt bei denen, nicht bei dir.

Widerspricht dem Grundprinzip der Selbstverwahrung. Nur sinnvoll, wenn du aktiv tradest.

Bitcoin-Automaten

Bargeld rein, Bitcoin raus. Vorteil: Anonym, schnell. Nachteil: Hohe Gebühren (oft 5-10%),

nicht überall verfügbar.

Meine Empfehlung für den Start: Nutze eine Fiat-Krypto-Brücke. Das ist der direkteste und

sicherste Weg – dein Geld geht sofort in DEIN Wallet, ohne Zwischenstopp. Du behältst die

Kontrolle von Anfang an.

Dein erster Kauf - Die Grundschritte
Wenn du eine Fiat-Krypto-Brücke nutzt, ist der Ablauf so:

1. Account erstellen und verifizieren (KYC - rechtlich nötig für Fiat-Käufe)

2. Geld einzahlen (Kleiner Testbetrag: 20-200 CHF/EUR)

3. Krypto kaufen (Achte auf Gebühren!)

4. Transfer ins eigene Wallet (WICHTIGSTER Schritt!)
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5. IMMER zuerst testen (Kleine Menge senden, warten, prüfen, dann Rest)

Im 1:1-Coaching: Wir machen deinen ersten Kauf gemeinsam – Schritt für Schritt, mit

Screen-Sharing, damit du genau siehst wie es geht und nichts schiefläuft.

"Die Test-Transaktion ist nicht paranoid. Sie ist professionell.
Selbst nach Jahren mache ich das bei neuen Wallets."
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Gebühren verstehen: Das solltest du wissen

Krypto hat Gebühren. Nicht so versteckt wie bei Banken, aber sie existieren. Verstehe sie,

dann überraschen sie dich nicht:

Kauf-Gebühren (Fiat-zu-Krypto Brücken): 1% - 3% je nach Anbieter und Methode.

Kreditkarte ist teurer als Banküberweisung.

Netzwerk-Gebühren (Gas Fees): Das ist die Gebühr für die Blockchain. Bei Ethereum kann

das 2-50€ sein je nach Netzwerk-Auslastung. Bei anderen Chains (z.B. BNB, Polygon) nur

wenige Cents.

Was, wenn etwas schief geht?
Ja, Dinge können schief gehen. Bereite dich mental darauf vor:

Transaktion hängt fest:
Krypto-Transaktionen können manchmal Stunden dauern, besonders wenn das Netzwerk

überlastet ist. Lösung: Geduld. Prüfe den Status auf einem Block Explorer (z.B. etherscan.io

für Ethereum). Solange die Transaktion "pending" ist, ist alles okay.

Falsche Adresse eingegeben:
Wenn du eine Adresse falsch eingibst, ist das Geld weg. Unwiederbringlich. Lösung: IMMER

copy-paste. IMMER die ersten und letzten 4 Zeichen prüfen. IMMER erst testen.

Wenn du deinen ersten erfolgreichen Transfer in dein eigenes Wallet gemacht hast –

herzlichen Glückwunsch. Du bist jetzt offiziell deine eigene Bank. Das Gefühl ist unbezahlbar.
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Kapitel 6

Phase 4: DeFi verstehen

Jetzt wird es spannend. Du hast Kryptos in deinem Wallet. Aber was machst du damit?

Einfach nur halten? Klar, das geht. Aber DeFi (Decentralized Finance) eröffnet dir eine ganz

neue Welt.

Was ist DeFi eigentlich?
DeFi ist Banking ohne Bank. Stell dir vor: Du willst einen Kredit aufnehmen. Normalerweise

gehst du zur Bank, beantragst, wartest, hoffst. Bei DeFi? Du gehst zu einer Plattform,

hinterlegst Sicherheiten (Collateral), nimmst sofort einen Kredit auf. Keine Schufa. Keine

Wartezeit. Keine Banker, die über dich entscheiden.

Oder du willst Zinsen verdienen. Bank gibt dir 0,01%? DeFi kann dir 3-10% geben (ja, mit

Risiken, dazu gleich mehr). Du "verleihst" deine Kryptos an andere, automatisch, über Smart

Contracts.

Die wichtigsten DeFi-Anwendungen für Anfänger
1. Lending/Borrowing (Verleihen/Leihen)

Plattformen: Aave, Compound Was es macht: Du hinterlegst deine Kryptos und verdienst

Zinsen. Oder du leihst dir gegen Sicherheiten Kryptos. Risiko: Mittel. Smart Contract Risiko,

Liquidationsrisiko bei Krediten. Für wen: Leute, die ihre Kryptos nicht nur liegen lassen

wollen.

2. Staking

Plattformen: Lido, Rocket Pool (für Ethereum) Was es macht: Du "stakst" deine Kryptos, um

das Netzwerk zu sichern und verdienst dafür Rewards (oft 4-8% pro Jahr). Risiko: Niedrig bis

Mittel. Je nach Plattform können Kryptos "locked" sein (nicht sofort abrufbar). Für wen:
Langfrist-Holder, die passives Einkommen wollen.

3. Decentralized Exchanges (DEX)

Plattformen: Uniswap, PancakeSwap, SushiSwap Was es macht: Kryptos tauschen ohne

zentrale Exchange. Direkt aus deinem Wallet. Risiko: Niedrig (solange du bei etablierten

DEXes bleibst). Aber: Gas Fees können hoch sein. Für wen: Jeder, der Kryptos tauschen will

ohne CEX.
Seite 22 von 36



4. Liquidity Pools

Plattformen: Uniswap, Curve Was es macht: Du stellst deine Kryptos als Liquidität für

Trades bereit und verdienst Gebühren. Risiko: Hoch. "Impermanent Loss" ist real und kann

deine Gewinne auffressen. Für wen: Fortgeschrittene. Nicht für Anfänger.
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Die Risiken – ehrlich und ungeschönt

DeFi klingt verlockend. Hohe Renditen, keine Banker, volle Kontrolle. Aber – und das ist

wichtig – es gibt Risiken. Hier die grössten:

Smart Contract Risiko:
DeFi läuft auf Code (Smart Contracts). Wenn dieser Code einen Bug hat, können Hacker ihn

ausnutzen. Schon mehrfach sind Millionen verloren gegangen durch gehackte Contracts.

Schutz: Nur etablierte, geaudittete Plattformen nutzen (Aave, Uniswap, etc.). Keine neuen,

unbekannten Projekte.

Impermanent Loss:
Wenn du Liquidität bereitstellst, kann es passieren, dass du weniger rausbekommst als wenn

du einfach gehalten hättest. Das ist komplex, aber real. Schutz: Verstehe es BEVOR du LP

wirst. Viele YouTube-Videos erklären es gut.

Liquidationsrisiko:
Wenn du Kredit aufnimmst und der Wert deiner Sicherheiten fällt, wirst du liquidiert (= deine

Sicherheiten werden verkauft). Schutz: Konservative Loan-to-Value Ratios. Lieber weniger

leihen.

Rug Pulls & Scams:
Nicht jedes DeFi-Projekt ist seriös. Manche sind Scams, die verschwinden sobald genug Geld

drin ist. Schutz: Nur etablierte Protokolle. Wenn es zu gut klingt um wahr zu sein ("1000%

APY!"), ist es das auch.

Gas Fee Schwankungen:
DeFi-Interaktionen kosten Gas Fees. Bei Ethereum können das 2-20€ sein bei hoher

Auslastung – aber oft auch nur 0.50-2€ in ruhigen Zeiten. Deine 100€ Investment macht

keinen Sinn wenn du 15€ Fees zahlst. Schutz: Nutze Layer 2 Lösungen (Arbitrum, Optimism,

Base) oder andere Chains (Polygon, BNB Chain) mit niedrigeren Fees (oft unter 0.10€).

"In DeFi gilt: Verstehe was du tust, BEVOR du es tust. Nicht
umgekehrt."
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Dein DeFi-Start: So gehst du es an
1. Lerne zuerst, investiere später – Schau YouTube-Tutorials, lies Dokumentationen,

verstehe die Basics.

2. Fang klein an – Teste mit 50-100€. Lerne das System. Skaliere dann.

3. Bleib bei etablierten Plattformen – Uniswap, PancakeSwap, SushiSwap. Keine

exotischen neuen Projekte.

4. Nutze Layer 2 oder günstige Chains – Ethereum Mainnet ist teuer. Probiere BSC,

Polygon.

5. Verstehe die Risiken VORHER – Jede Plattform hat Risiken. Lies die Docs, verstehe sie,

dann erst nutzen.

6. Diversifiziere – Nicht alles in ein Protokoll. Spread das Risiko.

7. Check regelmässig – DeFi ist nicht "set and forget". Schau regelmässig nach deinen

Positionen.

DeFi ist mächtig. Es gibt dir Möglichkeiten, die traditionelles Banking nie bieten kann. Aber mit

grosser Macht kommt grosse Verantwortung. Geh es klug an, und DeFi kann ein

Game-Changer für deine finanzielle Selbstbestimmung sein.
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Kapitel 7

Phase 5: Langfristige Sicherheit

Du hast dein Wallet. Du hast Kryptos gekauft. Vielleicht nutzt du sogar schon DeFi. Jetzt geht

es um die langfristige Perspektive: Wie sicherst du dein Vermögen über Jahre?

Die Speicher-Strategie: Hot vs. Cold
Denke an dein Geld wie an Bargeld. Du hast ein bisschen im Portemonnaie (für den Alltag)

und den Rest im Safe (für Sicherheit). Bei Krypto ist es ähnlich:

Hot Wallet (Portemonnaie)
Das ist dein tägliches Wallet. MetaMask, Trust Wallet, etc. Hier hast du kleine bis mittlere

Beträge, die du für DeFi, Transaktionen oder Experimente nutzt. Regel: Maximal so viel, wie

du bereit bist zu verlieren wenn dein Handy/PC gehackt wird.

Cold Wallet (Safe)
Das ist deine Hardware Wallet (Ledger, Trezor) oder ein separates Air-gapped Wallet. Hier

liegt der Grossteil deines Vermögens. Offline. Sicher. Regel: Nur für langfristiges Holding.

Nicht für tägliche Transaktionen.

Meine Empfehlung: Sobald du mehr als 1.000-2.000€/CHF in Krypto hast, investiere in eine

Hardware Wallet (ca. 60-150€). Tangem, Ledger, Trezor sind bewährt.

Backup-Strategien: Redundanz ist alles
Ein Backup reicht nicht. Zwei Backups an verschiedenen Orten sind Minimum. Hier meine

persönliche Strategie:

Backup 1: Zu Hause (Tresor/Versteck) – Seedphrase auf Papier, laminiert, in einem

feuerfesten Umschlag.

Backup 2: Bankfach – Zweite Kopie der Seedphrase, ebenfalls laminiert, im

Bankschliessfach.

Optional Backup 3: Bei Vertrauensperson – Wenn du jemandem zu 100% vertraust

(Partner, Eltern), kannst du ein drittes Backup dort deponieren. In versiegeltem Umschlag.

Seite 26 von 36



Advanced Tipp: Shamir's Secret Sharing. Du teilst deine Seedphrase in mehrere Teile (z.B.

3 von 5 nötig). Selbst wenn jemand ein Teil findet, kann er nichts damit anfangen. Nur für

Fortgeschrittene.
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Der Notfallplan: Wenn du ausfällst

Stell dir vor, dir passiert etwas. Unfall, Krankheit, Schlimmeres. Kann deine Familie an deine

Kryptos? Oder sind sie für immer verloren?

Das ist unangenehm, aber wichtig. Wenn du nennenswerte Beträge in Krypto hast, brauchst

du einen Notfallplan.

Brief mit Anleitung

Schreibe einen versiegelten Brief an eine Vertrauensperson mit folgenden Infos: • Wo liegen

deine Backups (Tresor, Bankfach, etc.) • Wie funktioniert der Zugriff (Wallet installieren,

Seedphrase eingeben) • Wichtig: NICHT die Seedphrase selbst im Brief! Nur WO sie ist.

Hinterlege den Brief bei deinem Anwalt, im Testament, oder bei der Vertrauensperson selbst

(mit klarer Anweisung: "Nur öffnen im Notfall").

"Finanzielle Selbstbestimmung heisst auch: Selbst entscheiden,
was nach dir mit deinem Vermögen passiert."

Häufige Scams erkennen und vermeiden
Die Betrüger schlafen nicht. Je mehr Geld in Krypto fliesst, desto kreativer werden sie. Hier

die häufigsten Maschen:

Phishing-Mails:
Du bekommst eine Mail von "MetaMask Support" oder "Binance Security". Sie sieht echt aus.

Link klicken, Seedphrase eingeben – und schon ist dein Geld weg. Schutz: NIEMALS auf

Links in E-Mails klicken. NIEMAND fragt nach deiner Seedphrase. URLs immer selbst

eintippen.

Fake Websites:
Betrüger erstellen Kopien von echten Websites. Metamask.com wird zu Metammask.com

(bemerkt den Unterschied?). Du gibst deine Seedphrase ein – weg ist sie. Schutz:
Bookmarks für wichtige Seiten. URL IMMER prüfen. Bei Unsicherheit: Neu eintippen.

Ponzi Schemes / High-Yield Investment Programs:
"Investiere 1 ETH, bekomme 10 ETH zurück in 30 Tagen!" Klingt zu gut? IST zu gut. Schutz:
Wenn es unrealistisch hohe Renditen verspricht, ist es Betrug. Punkt.
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Fake Support auf Social Media:
Du postest ein Problem auf Twitter/Discord. Sofort meldet sich "Support". Er schickt dir einen

Link. Du klickst – und bist gehackt. Schutz: Offizieller Support kontaktiert dich NIEMALS

direkt. Du gehst auf die offizielle Website, nicht sie zu dir.

Rug Pulls:
Ein neues DeFi-Projekt mit "unglaublichen" Renditen. Viele investieren. Plötzlich

verschwinden die Entwickler mit allem Geld. Schutz: Nur etablierte, geaudittete Projekte.

Keine brandneuen, unbekannten Tokens.

Die goldene Regel: Wenn jemand nach deiner Seedphrase fragt, ist es ein Scam. Immer.

Ohne Ausnahme. Auch wenn es deine Mutter ist (dann ist sie gehackt worden).
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Kapitel 8

Deine nächsten Schritte

Du hast es geschafft. Du hast die fünf Phasen durchlaufen – zumindest in der Theorie. Jetzt

geht es darum, das Wissen in die Praxis umzusetzen.

Dein Aktionsplan für die nächsten 3 Wochen
Woche 1: Vorbereitung

• Mindset-Check: Bin ich wirklich bereit?

• Sichere Aufbewahrungsorte organisieren (Tresor kaufen/Bankfach mieten)

• Seedphrase-Blanko-Blätter vorbereiten

Woche 2: Wallet erstellen

• MetaMask (oder alternatives Wallet) installieren

• Wallet erstellen, Seedphrase sichern

• Backup an zweitem Ort deponieren

• Test-Transaktion innerhalb des Wallets (0€, nur zum Verstehen)

Woche 3: Erster Kauf

• Fiat-Krypto-Brücke wählen

• Account erstellen & verifizieren

• Kleinen Betrag (50-200€/CHF) einzahlen (für USDT oder USDC auf BSC-Netzwerk)

• Erste Kryptos kaufen

• Nach Erfolg, kleiner Betrag (10€/CHF) für Gebühren einzahlen (BNB auf BSC-Netzwerk)

"Der schwierigste Schritt ist der erste. Danach wird es einfacher.
Versprochen."

Seite 30 von 36



Ressourcen für deine weitere Reise
Dieses Buch ist der Anfang. Aber Krypto entwickelt sich ständig weiter. Hier sind meine

Top-Ressourcen, um am Ball zu bleiben:

YouTube-Kanäle: Blocktrainer, Crypto Familie, Bitbull

Podcasts: Blocktrainer Podcast, Crypto Familie, Krypto Podcast von Blue Alpine Research

Instagram / Facebook: Miss Crypto, Crypto Familie

Wenn du mehr Unterstützung brauchst
Dieses Buch gibt dir das Fundament. Aber manchmal brauchst du persönliche Begleitung.

Jemanden, der deine spezifischen Fragen beantwortet. Der mit dir zusammen dein Wallet

aufsetzt. Der dich Schritt für Schritt durch den Prozess führt.

Genau dafür biete ich mein 1:1 Coaching an. In fünf Sessions gehen wir deinen individuellen

Weg:

Session 1-3 (Starterpaket): Vorbereitung, Wallet-Setup, erster Kauf – gemeinsam, Schritt für

Schritt.

Session 4-5 (Komplettpaket): DeFi-Einstieg und langfristige Sicherheit – abgestimmt auf

deine Situation.

Interesse? Besuche letsgofree.me und schreib mir. Wir schauen gemeinsam, wie ich dich am

besten unterstützen kann.

Zum Abschluss
Im Sommer 2023 habe ich den Schritt gewagt. Als meine Frau durch eine Freundin auf Krypto

aufmerksam wurde, war ich erst skeptisch. Aber ich habe mich reingearbeitet, Schritt für

Schritt gelernt und dabei Fehler gemacht. Heute geniesse ich eine finanzielle Freiheit und

Selbstbestimmung, die ich vorher nicht für möglich gehalten hätte.

Du kannst diesen Weg auch gehen. Du hast jetzt das Wissen. Du hast den Plan. Du brauchst

nur noch eins: Den ersten Schritt zu machen.

Willkommen auf dem Weg zu deiner finanziellen
Selbstbestimmung.
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Bereit für den nächsten Schritt?

Dieses E-Book gibt dir das Fundament. Aber manchmal brauchst du persönliche Begleitung.

Jemanden, der deine spezifischen Fragen beantwortet. Der mit dir zusammen dein Wallet

aufsetzt. Der dich Schritt für Schritt durch den Prozess führt.

Persönliche 1:1-Begleitung in 5 Sessions

Von den ersten Schritten bis zur selbstständigen Nutzung – ich begleite dich Schritt für Schritt

in die dezentralen Finanzen:

Session 1: Das Fundament verstehen
Was ist Krypto und wie funktioniert Blockchain? Unterschied zu Fiat, verschiedene

Blockchains, dezentrale Börsen, Coin vs. Token.

Session 2: Dein Wallet einrichten
Hot vs. Cold Wallet, gemeinsam Wallet eröffnen, Sicherheits-Checkliste, Backup richtig

machen, Phishing/Scams erkennen.

Session 3: Dein erster Krypto-Kauf
Kaufmöglichkeiten kennenlernen, ersten Kauf durchführen, Tokens empfangen/senden,

tauschen und bridgen.

Session 4: Sicherheit mit Cold Wallet
Warum Cold Wallets wichtig sind, Wann nutze ich was, Cold Wallet einrichten, Tokens

verschieben.

Session 5: Krypto im echten Leben
Krypto im Alltag nutzen, zurück aufs Bankkonto, Einblick in Web3, Smart Contracts

verstehen.
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Wähle dein passendes Paket

Starterpaket Komplettpaket (Beliebt)

Deine ersten Schritte Von A bis Z begleitet

CHF 410.– CHF 550.–

3 Sessions à 90 Min. 5 Sessions à 90 Min.

über 1-2 Wochen über 2-4 Wochen

✓ Session 1: Fundament ✓ Session 1: Fundament

✓ Session 2: Wallet einrichten ✓ Session 2: Wallet einrichten

✓ Session 3: Erster Kauf ✓ Session 3: Erster Kauf

✗ Session 4: Cold Wallet ✓ Session 4: Cold Wallet

✗ Session 5: Krypto im Leben ✓ Session 5: Krypto im Leben

In beiden Paketen enthalten: Individuelle 1:1-Begleitung per Video-Call, Screen-Sharing,

Sicherheits-Checkliste, Support zwischen Sessions, kein Zeitdruck, kostenloses 30-min.

Erstgespräch vorab.

Optional: Einzelne Folge-Sessions à CHF 120.– | 60-Min. Follow-up-Call à CHF 122.–

Bereit für den ersten Schritt? Buche dir ein kostenloses 30-minütiges Erstgespräch auf

letsgofree.me – wir schauen gemeinsam, wo du stehst und wie ich dich unterstützen kann.

Mehr Infos und Buchung: www.letsgofree.me
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Anhang: Krypto-Glossar

Die wichtigsten Begriffe, die du kennen solltest:

Blockchain: Die Technologie hinter Kryptowährungen. Eine dezentrale, unveränderbare

Datenbank, die alle Transaktionen speichert.

Wallet: Deine digitale Geldbörse. Speichert nicht die Kryptos selbst, sondern die Schlüssel

für den Zugriff darauf.

Seedphrase / Recovery Phrase: 12 Wörter, die dein Wallet wiederherstellen. DER

wichtigste Sicherheitsaspekt. Niemals digital speichern!

Private Key: Der kryptographische Schlüssel zu deinem Wallet. Wer den Private Key hat, hat

dein Geld. Wird aus der Seedphrase generiert.

Public Key / Address: Deine Wallet-Adresse. Wie eine IBAN – kannst du weitergeben um

Zahlungen zu empfangen.

Gas Fees: Transaktionsgebühren auf der Blockchain. Bezahlt die Miner/Validatoren, die

Transaktionen verarbeiten.

CEX (Centralized Exchange): Zentralisierte Börse wie Coinbase, Binance, Kraken. Einfach

zu nutzen, aber: "Not your keys, not your coins".

DEX (Decentralized Exchange): Dezentrale Börse wie Uniswap. Kein Mittelsmann, du

behältst die Kontrolle.

DeFi (Decentralized Finance): Finanzdienstleistungen ohne Banken. Kredite, Zinsen,

Trading – alles auf der Blockchain.

Smart Contract: Selbstausführender Code auf der Blockchain. Macht DeFi möglich, birgt

aber auch Risiken (Bugs, Hacks).

Staking: Kryptos "einsetzen" um das Netzwerk zu sichern und dafür Rewards zu verdienen.

Wie Zinsen, aber dezentral.

Liquidity Pool: Ein Pool von Kryptos, der Trades auf DEXes ermöglicht. Du kannst Liquidität

bereitstellen und Gebühren verdienen.

Impermanent Loss: Verlust, der beim Bereitstellen von Liquidität entstehen kann wenn sich

Preise verändern. Komplex, aber wichtig zu verstehen.
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Layer 1: Die Haupt-Blockchain (z.B. Ethereum, Bitcoin). Oft teuer und langsam.

Layer 2: Zusatzschicht auf Layer 1 für schnellere, günstigere Transaktionen (z.B. Arbitrum,

Optimism für Ethereum).

Hot Wallet: Online Wallet (App/Browser). Bequem, aber höheres Risiko.

Cold Wallet: Offline Wallet (Hardware/Paper). Maximum Sicherheit für langfristige

Aufbewahrung.

KYC (Know Your Customer): Identitätsprüfung auf Exchanges. Nerviv, aber rechtlich nötig

für Fiat-zu-Krypto.

HODL: "Hold On for Dear Life" – Langfristig halten statt verkaufen bei Kursschwankungen.

Ursprünglich Tippfehler, jetzt Krypto-Kultur.

Rug Pull: Scam wo Entwickler mit dem investierten Geld verschwinden. Häufig bei neuen,

ungeprüften Projekten.

Phishing: Betrugsversuch durch gefälschte Websites/E-Mails um an deine Seedphrase oder

Keys zu kommen.
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